What would it cost your
practice to be down for
a week or even longer?

The statistics tell a cautionary tale: Cybercriminals are
redoubling their efforts to target healthcare organizations ...

SO practices need to do much more to protect themselves, their
patients, and their valuable data from breaches and cybercrime.

cyber intrusion attacks per day per healthcare organization in
2017 ... more than double the amount other major industries are
seeing. Average costs to retrieve data are generally in the tens

of thousands of dollars.
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The most common
security incident type:
Data disclosure accounts
for 63% of breaches

The most common
attack method used:
Phishing accounts for
54% of cyber incidents

(SOURCE: https://ico.org.uk/action-weve-taken/data-security-incident-trends)
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The black-market value of data-rich Of cybersecurity incidents caused
healthcare records compared with by employee negligence
credit cards
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Number of individuals needed to Of businesses report receiving
click on a fraudulent link for the fraudulent emails, yet only 20%
attack to affect the entire send their staff to cybersecurity
organization training

(SOURCE: Cyber Security Breaches Survey 2018)
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P Attackers use psychology and
predictive human behavior to
manipulate employees,
resulting in:

m - Loss of revenue

é%sj - Large fines

@ﬁ) - Theft of personal data

{6} - Operational damage

o

It's time to partner with an expert that
has the skills and resources to give
you industry-leading data security
and peace of mind.

Greenway Health.

Putting Possibility into Practice



